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# 目的

为了保护北京汇聚融达网络科技有限公司信息系统资源的安全，防止xxx有限公司的各种信息资产受到非授权访问，造成信息泄露，特制订本管理规定。

# 适用范围

本管理规定适用于北京汇聚融达网络科技有限公司（以下简称“公司”）现有的各种底层操作系统、业务系统以及无人值守设备。

# 职责

信息技术部负责对公司的各种信息资产的访问进行管理；

部门信息管理员负责部门间的协调和配合工作；

各部门主管负责在本部门内部落实此文件的规定。

# 系统访问管理

## 操作系统的访问

1. 对于通用操作系统，必须对系统进行安全设置，保证在进入系统前执行经过验证的登录操作过程，才可以进入系统。
2. 对操作系统进行设置，记录登录成功与失败的日志，以便对系统的审计。
3. 系统要限制登录失败的次数，在3次登录失败之后，就将用户锁定，锁定时间结束后解锁用户。
4. 将管理员账号与普通账号分开，日常使用时只能以普通用户的账号登录，如操作需要管理员权限再提权使用。
5. 所有的用户必须分配有一个唯一的用户ID，用户ID可标识用户名，但不可标识职位与权限。
6. 启用操作系统的口令管理安全策略，保证采用高质量口令。
7. 对于具有身份验证功能的系统程序（如财务系统），程序所属部门应建立登录程序的用户，并对不同用户赋予不同的权限；对于没有用户验证功能的系统，要通过系统的访问权限控制对系统的访问。
8. 对目录和文件设置用户可用的最低权限，并通过属性权限与安全权限控制用户的权限。
9. 操作系统的登录口令必须定期更改，需要符合《xxx有限公司账号、口令和权限管理规定》。

## 应用系统的访问

### 4.2.1业务系统的访问

1. 禁止非法使用他人的账号来进行系统登录。
2. 业务系统采用健壮的身份识别、认证及授权机制。
3. 启用业务系统的登录、注销及关键操作日志记录功能，正确实现操作行为与账号名关联。
4. 对业务系统用户权限进行划分，只给予用户工作需要的最低权限，防止越权操作。
5. 系统管理员定期对应用系统现有的账号、权限进行复查和审计。
6. 应用系统管理员定期对应用系统的登录、操作日志进行审计，及时发现事件并通知责任人和当事人。
7. 需定期备份日志文件。

### 4.2.2企业信息化系统的访问

1. 启用日志记录，日志记录内容包括：登录、注销、系统报警、安全日志、重要应用程序日志和重要文件访问日志等。为保证日志的准确性，需正确设置计算机时钟。
2. 系统管理员必须定期检查日志，依据严重程度对发现的问题进行及时纠正。
3. 可以对系统管理程序或工具设置日志，记录使用用户的情况，包括：用户ID、时间、事件类型、所访问的程序及所使用的文件。
4. 对特权账号实行更严格的日志审查。
5. 发现违反安全策略的情况，需及时处理，并通知责任人和当事人。
6. 需定期备份日志文件。

## 无人值守设备的访问

1. 对于无人值守的设备，必须设置带密码保护的自动屏保程序，同时要求用户在离开时将屏幕锁住。
2. 要定期对无人值守设备的运行状态进行巡检。

# 相关文件

无